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A Day in the Life

at Kick ICT

| joined Kick ICT in August 2023, and
since then, it's been a steady stream of
new experiences. No two weeks are the
same, unless I'm doing reports... then
there's a strong sense of déja vu. |
currently work a four-day week, mainly
focusing on Kick Secure, where | help
maintain and improve our customers'
security posture.

My role involves carrying out
remediation tasks such as configuring
Conditional  Access policies and
ensuring our clients’ email security
aligns with Microsoft's standards, this
includes setting up DMARC, DKIM, and
SPF records for their domains. This often
means I'm in direct contact with
customers via email or calls to explain
what’s happening or request access to
their DNS control panels, things like
that.

A significant part of my role involves
auditing logs - both within Microsoft
portals and on end-user devices—to
identify anomalies or security alerts. If |
detect something concerning, like a
malicious file on a user's machine, |

follow procedure by isolating the device ‘Kac/bek LCWAP\C{OW(%I

to prevent further spread and escalating

it to a specialist in the team for further
investigation.




